
Cyber Security Management

Certificate

Certificate No. 968/CSM 130.00/22

Certified Company
& Location

Schneider Electric
Product & Systems Security Office
9 Rue Henri Sainte-Claire Deville
92500 Rueil-Malmaison
France

Scope of Certification ISO/IEC 30111:2019 Vulnerability Handling Processes
ISO/IEC 29147:2018 Vulnerability Disclosure

The Corporate Product Cyber Emergency Response Team (CPCERT)
as part of the Product & Systems Security Office has successfully
demonstrated that corporate-wide vulnerability handling and vulnerability
disclosure processes have been implemented cross product development
organizations of auditee and fulfill the applicable requirements of the standards
ISO/IEC 30111:2019 and ISO/IEC 29147:2018.

This Cyber Security Management (CSM) Certification only refers to the listed
company and their involved departments, which comply with the organizational
requirements for the listed Scope of Certification. This certificate does not
imply approval or certification for specific security related developments of
products.

Validity This certificate is valid until 2025-08-05

Cologne, 2022-08-05 Dipl.-Ing. (FH) Sergei Biberdorf

TÜV Rheinland
Industrie Service GmbH
Automation and Functional Safety
Am Grauen Stein
51105 Cologne - Germany

Certification Body Safety & Security for Automation & Grid
Further information referring to the scope of certification, see http://www.tuvasi.com.
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www.fs-products.com
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